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A FRELRE —MInERSSI AT, ZAIN#FR JSON Web
Token (JWT, E[& jot, ¥ JWT RFC 7519
(https://tools.ietf.org/html/rfc7519)) .

token NEERZE"SH, EHESTHTAENER, X
EHY token 23§ JSON Web Token (JWT) .

JWT &N

JWT NIRRT

Browser Server

POST/login
{“username”:”admin”, “password”:”admin”}
—>
<&
HTTP 200 OK
{“token”: ”...JWT...”}
POST/user
{“token”: "...JWT...” }
>
validate token
<
HTTP 200 OK
{“code”: 0, “message”:"0OK”, ...}

1. EFimERAF2MEBEIEKRER
2. RSBImEENESREEEZRIEAF2MEG, WRAF 2B


https://tools.ietf.org/html/rfc7519

IREEFICFR A —EIIERI, MR —ENIEEET, RS
Ima® & — Token REILEFin
3. BEFIRENEKRGERRE Token FiF#ER, LU
Cookie RFHERMZFER, ZEBXIBEKREBZET X Token
4. BRSHEENEKEZEDEXRPETHN Token, Juib@s N#
17l 512 R AL IR R TIR I EHE

£ JWT A, Token B=E8 4Rk, FiEIAH . [, F{EA Base64
R

e header
e payload
e signature

A= JWT HEy— Token Rfl:

eyJhbGci0iJIUzIINiISINRScCI6GIkpXVCIO. eyIpYXQiOjEL
MjgwMTY5MjIsImlkIjowlCIuYmYiOjEIM]gwMTY5MIsInVzZ
XJUYW11IjoiYWRtaW41ifQ.LjxrK9DuAwAzUDS-
9v43NzWBN7HXsSL febw92DKd13Q

header 1148
JWT Token B header 1, B8R HEE:

1. Token HYZERY

2. Token FR{ERBIINEE A

f51an:
{
" typll : IIJWTII ,
"alg": "HS256"
¥




1Zf51588 Token £BZ JWT, INEBEER HS256 (alg BEiARIAE
zZHM)

Payload #1443

Payload 7 Token NEMRAE, EEA—EMENTE, IR
R AT LURINERISMFER, RRAEFENER, FIMRAXEERE
EFZRILE, EICFIERAF R, IWEFRE:

iss: JWT Token W EE
sub: F

exp: JWT Token JTHART (8]
aud: 3ZUW JWT Token —A
iat: JWT Token 25 &HE]
nbf: JWT Token 430 8]
jti: JWT Token ID

5| # payload RBE R :

{
"_i_d": 2,
"username": "kong",
"nbf": 1527931805,
"1at": 1527931805

¥

Signature &N

Signature 2 Token & ED, @I T AHINER:

1. F Base64 XI header.payload #174RH3
2. FB Secret W RIBENASTAITING, INZBEHNARSEIN

Signature



Secret HEFT—1 &ML, FHEERSIH, —REIERENXMREE
Secret {8, AHIFREERE conf/config.yaml ECEXH:

runmode: debug # JFk#iz, debug, release, test
addr # HTTPZE uig 1L
name: apiserver # API Server[f 4%
url: http:// . # pingServerR #iE R IAPI Ak 554 ) ip: port
max_ping_count # pingServerR#trytR¥E
jwt_secret: Rtg8BPKNEf2mB4mgvKONGPZZQSaJWNLijxR42qRgq0iBbg
tog
writers: file,stdout
logger_level: DEBUG

logger_file: log/apiserver.log
log format_text
rollingPolicy: size

log_rotate date
log_rotate size
log backup count

SEERET Token 83X #%:

eyJhbGc101JIUzIIN1IsInR5cCI6IkpXVCI9.eylpYXQ1i0jEL
MjgwMTYSMGIsImlkIjowlCIuYmYi0jEIMjgwMTY5MjIsInVzZ
XJuYW11lIjoi1YWRtaW41ifQ.LjxrK9DuAwAzUDS-
9v43NzWBN7HXsSLfebw92DKd11Q

B2 ERZIFESIREAE KA Token, EFIH N RIEREERZ
Token, FRZIHWEI Token FEEfEHTH header.payload, #A/GH
BENINZRE LB header.payload B#{T—XINZR, HIFEE
Iz EH Token FIUKZEIRY Token 2GEE, WRBENIEIEE

&, AtERENERE HTTP 401 Unauthorized BYESIR.

AL JWT MBS E IWT - EF Token B9EMHI6]
https://blog.csdn.net 28098067 /article/details /52(
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https://blog.csdn.net/qq_28098067/article/details/52036493

1. &% token
2. APl RHDIAIE middleware

E & token

BREXNERIZO., EERIZEORRABPXRIEHAF, 22BN R
N, EFHINZEEBEFT4X token, £ router/router.go X4
wINEFRALO:

// api for authentication functionalities
g.POST("/login", user.Loglin)

#£ handler/user/login.go (i¥%
demo09/handler/user/login.go
(https://github.com/lexkong/apiserver demos/blob/master/

N0 login B9 E{RSCER:

1. BT B

2. 18X auth.Compare() NtEZRBE L ZEIEERFINERL,
MRAZE, RO er'r'no ErrPasswordIncorrect iz

3. WRMEE, BUEE, &@iT token.Sign() F & token HiR
[o]

auth.Compare() WISEINIF
demo09/pkg/auth/auth.go

(https://github.com/lexkong/apiserver_demos/blob/ma

token.Sign() WISEINIEM
demo09/pkg/token/token.go
(https://qgithub.com/lexkong/apiserver_demos/blob/ma

API {IDIAE middleware


https://github.com/lexkong/apiserver_demos/blob/master/demo09/handler/user/login.go
https://github.com/lexkong/apiserver_demos/blob/master/demo09/pkg/auth/auth.go
https://github.com/lexkong/apiserver_demos/blob/master/demo09/pkg/token/token.go

£ router/router.go Xt user handler 701X
middleware:

// api for authentication functionalities
g.POST( , user.Login)

// The user handlers, requiring authentication
u := g.Group( )
u.Use(middleware.AuthMiddleware())

.POST("", user.Create)
.DELETE ( , user.Delete)

.PUT( , user.Update)
.GET("", user.List)
.GET( , user.Get)

BidiZ middleware, FREX /vl/user BRIZMIER, LT
middleware.AuthMiddleware() HE){GHILIE: token &
I8, middleware.AuthMiddleware() F#EEiT AR
token.ParseRequest() &#1T token ®KELHT,

middleware.AuthMiddleware() SIEN
demo09/router/middleware/auth.go
(https://github.com/lexkong/apiserver_demos/blob/ma

token.ParseRequest() SLHIEMN
demo09/pkg/token/token.go
(https://github.com/lexkong/apiserver_demos/blob/ma

gmiEF N

1. % apiserver_demos JERE3E (MBIEHEZ FEE, BERH
Lt 58)

$ git clone
https://github.com/lexkong/apiserver_demos


https://github.com/lexkong/apiserver_demos/blob/master/demo09/router/middleware/auth.go
https://github.com/lexkong/apiserver_demos/blob/master/demo09/pkg/token/token.go

2. J% apiserver_demos/demo@9 £l
F$GOPATH/src/apiserver

$ cp -a apiserver_demos/demo@9/
$GOPATH/src/apiserver

3. 7 apiserver B3R T RIFIRG

$ cd $GOPATH/src/apiserver
$ gofmt -w .

$ go tool vet .

$ go build -v .

EXEZNAT, APl BRKIIEREEER, EXRIESELR
token, Z/GIEKASEE HTTP Header % token BT,

1. AFE%

$ curl -XPOST -H "Content-Type: application/json"
http://127.0.0.1:8080/1login -

d'{"username":"admin", "password":"admin"}'

{
"code": 0,
"message”: "OK",
"data": {

"token":
"eyJhbGc101JIUzIIN1IsInR5cCI6eIkpXVCI9.eyJpYXQ10jE
IMjgwMTY5MjIsImlkIjowLCJuYmY10jEIMjgwMTY5MjIsInVz
ZXJuYW11lIjoiYWRtaW41ifQ.LjxrK9DuAwAzUDS-
9v43NzWBN7HXsSLfebw92DKd11Q"

}

¥




IR[EEY token Jy
eyJhbGci0iJIUZIINi IsINRScCI6TkpXVCI9. eyIpYXQi0jEIM
9v43NzWBN7HXsSL febw92DKd11Q,

IEKRNRAIEFELRDN token, SZZIFIEK

$ curl -XPOST -H "Content-Type: application/json"
http://127.0.0.1:8080/v1/user -
d'{"username":"userl", "password":"userl234"}"'

1
"code": 20103,
"message”: "The token was invalid.",
"data": null

¥

3. 1BEXIE® token

$ curl -XPOST -H "Authorization: Bearer
eyJhbGci101JIUzIIN1IsINR5cCI6IkpXVCI9.eyJpYXQi0jEL
MjgwMTY5MGIsImlkIjowlCIuYmYiOjEIMjgwMTY5MjIsInVzZ
XJuYW11IjoiYWRtaW4ifQ.LjxrK9DuAwAzUDS-
Ov43NzWBN7HXsSLfebw92DKd1JQ" -H "Content-Type:
application/json" http://127.0.0.1:8080/v1/user -
d'{"username":"userl", "password":"userl234"}"'

{
"code": 0,
"message": "OK",
"data": {
"username": "userl"

h

¥




A IUNEERER token FIOUEEY, AINEIZAF. & HTTP
Header Authorization: Bearer $token Ei&E+H token, &S
token FAEEFNREWHBUBEZS MY, BIAISEAIEIN,

INGE

NINTNAT APl BHINERIEXANR, apiserver RARIALEAL T
AIWT, INHEBRENAT JWT BAERRE, FEIEAIRR TR
QN{a#EAT JWT AL,

B ENTIEY], REELFGHITERRN API &7, T—
TN A APl FRNHM AR,



